Cyber Security Portfolio

Student

Coaches:

# Introduction

What was your relevant prior knowledge and experience on security, Linux and networking or what did you do to obtain this knowledge?

What was your preferred learning style. Why?

What motivated you to join cyber security?

What are your strengths and weaknesses? (Use these to develop your personal development goals.)

# Learning outcomes

## Ethical Hacker

## Risk Consultant

## Security Engineer

## Security Analyst

## Security Professional

For each Learning Outcome a paragraph describing:

How did you obtain Body of Knowledge\* about the involved subjects?  
(note: just a summary needed here; what were your favorite subjects, overall impression? You can refer to the BoK-document if needed)

How did you apply your skills in the project?

What have you learned considering this Learning Outcome?

What are you proud of?

Which aspects do you want to develop further?

What will you do differently next time?

What grade would you give yourself on the corresponding Learning Outcome?

# Personal Projects

How did you spend your hours for:

Personal Vulnerability Investigation (expected about 5x4h = 20 hours)

Internship Preparation (expected about 10 hours)

Personal Specialisation Project (expected about 10x4h = 40 hours)

# Overall Conclusion and Reflection

Critical reflection on your results, learning process and personal development goals.